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In addition to federal HIPAA regulations, covered entities may also have to comply with state data breach laws. State laws vary on what 
triggers a breach notification obligation and the nature of breach notification obligations. This flow chart focuses on federal data breach 
notification laws. The Health Information & the Law website has an interactive map that provides links to state health data security and 
breach notification laws, which is available at healthinfolaw.org/state (accessed 4/24/2018).

HIPAA Breach Analysis Flowchart
The following flowchart outlines how a privacy or security incident  

is analyzed to determine whether a HIPAA breach has occurred.
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